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Introduction
The Cisco TAPI Service Provider (Cisco TSP) allows developers to create 
customized IP telephony applications for Cisco users; for example, voice mail 
with other TAPI-compliant systems, automatic call distribution (ACD), and caller 
ID screen pops. Cisco TSP enables the Cisco IP Telephony system 
(Cisco CallManager) to understand commands from a user-level TAPI 
application.

The Cisco TAPI solution allows you to install multiple Cisco TAPI Service 
Providers (TSPs) on the same machine. This configuration allows TAPI 
applications to increase the number of lines that can be supported and to increase 
the amount of call traffic. Configure each Cisco TSP with a different username 
and password that is administered in the Cisco CallManager Directory. Configure 
each user in the Directory, so no two users are associated to the same device. TSPs 
in the multiple TSP system do not communicate with each other and create a 
separate computer telephony integration (CTI) connection to the 
Cisco CallManager.

Note If you have upgraded to Cisco CallManager 4.1, you must upgrade the TAPI 
client software on any application server or client workstation on which TAPI 
applications are installed. If you do not upgrade the TAPI client, your 
application will fail to initialize. If you need to upgrade, download the 
appropriate client from the Cisco CallManager Administration as described in 
the “Installing the Cisco TSP” section. 
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  Installing the Cisco TSP
The upgraded TAPI client software does not work with older releases of 
Cisco CallManager.

Installing the Cisco TSP
Install the Cisco TSP software either directly from the Cisco CallManager 
CD-ROM or from Cisco CallManager Administration. For information on 
installing plugins from the Cisco CallManager, see the Cisco CallManager 
Administration Guide.

To install the Cisco TSP from the Cisco CallManager CD-ROM, perform the 
following steps.

Note If you install Cisco TSP 4.1 on a system that contains Cisco TSP 3.0, the 
installation program deletes the TSP 3.0 version and installs TSP 4.1. If you 
install Cisco TSP 4.1 on a system that contains Cisco TSP 3.1, Cisco TSP 3.2, 
or Cisco TSP 3.3, the installation program upgrades the TSPs to TSP 4.1. (For 
more details, see the “Managing the Cisco TSP” section.)

The installation wizard varies depending on whether you have a previous 
version of Cisco TSP installed.

Note Installing multiple TSPs installs multiple CiscoTSPXXX.tsp and 
CiscoTUISPXXX.dll files in the same Windows system directory.

Procedure

Step 1 Insert the Cisco CallManager CD-ROM.

Step 2 Double-click My Computer.

Step 3 Double-click the CD-ROM drive. 

Step 4 Double-click the Installs folder.
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  Activating the Cisco TSP
Step 5 Double-click Cisco TSP.exe.

Step 6 Follow the online instructions.

Next Steps

Install the Cisco wave driver if you plan to use first-party call control. (Do this 
even if you are performing your own media termination.) For more information, 
see the “Installing the Wave Driver” section.

Activating the Cisco TSP
You can install up to 10 TSPs on a computer. Use the following procedure to 
activate each of these TSPs. When you install a Cisco TSP, you add it to the set of 
active TAPI service providers. The TSP displays as CiscoTSPXXX, where X is 
between 001 and 010. If a TSP has been removed or if some problem has occurred, 
you can manually add it to this set.

To manually add the Cisco TSP to the list of telephony drivers, perform the 
following steps.

Procedure for Windows 2000 and Windows XP

Step 1 Open the Control Panel.

Step 2 Double-click Phone and Modem Options.

Step 3 On the Phone and Modem Options dialog box, click the Advanced tab.

Note If the Cisco TSP is either not there or you removed it previously and 
want to add it now, you can do so from this window.

Step 4 Click Add.

Step 5 On the Add Provider dialog box, choose the appropriate TSP. Labels identify the 
TSPs in the Telephony providers window as CiscoTSPXXX, where XXX is 
between 001 and 010.
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  Configuring the Cisco TSP
Step 6 Click Add. 

The TSP that you chose displays in the provider list in the Phone and Modem 
Options window.

Step 7 Configure the Cisco TSP as described in “Configuring the Cisco TSP” or click 
Close to complete the setup.

Procedure for Windows NT, Windows 98, and Windows 95

Step 1 Open the Control Panel.

Step 2 Double-click Telephony.

Step 3 Click the Telephony Drivers tab.

Note If the Cisco TSP is either not there or you removed it previously and 
want to add it now, you can do so from this window.

Step 4 Click Add. 

Step 5 On the Add Provider dialog box, choose the appropriate TSP. Labels identify the 
TSPs in the Telephony providers window as CiscoTSPXXX, where XXX is 
between 001 and 010.

Step 6 Click Add.

The Provider list in the Telephony Drivers window now includes the 
CiscoTSPXXX range 001 - 010.

Step 7 Configure the Cisco TSP as described in “Configuring the Cisco TSP” or click 
Close to complete the setup.

Configuring the Cisco TSP
You configure the Cisco TSP by setting parameters in the Cisco IP-PBX Service 
Provider configuration window. Perform the following steps to configure 
Cisco TSP.
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  Configuring the Cisco TSP
Procedure for Windows 2000 and Windows XP

Step 1 Open the Control Panel.

Step 2 Double-click Phone and Modem Options.

Step 3 Choose the Cisco TSP that you want to configure.

Step 4 Click Configure.

The system displays the Cisco IP PBX Service Provider dialog box.

Step 5 Enter the appropriate settings as described in the “Cisco TSP Configuration 
Settings” section.

Step 6 Click OK to save changes.

Note After the TSP is configured, you must restart the telephony service 
before an application can run and connect with its devices.

Procedure for Windows NT, Windows 98, and Windows 95

Step 1 Open the Control Panel.

Step 2 Double-click Telephony.

Step 3 Choose the Cisco TSP that you want to configure.

Step 4 Click Configure. 

The system displays the Cisco IP PBX Service Provider dialog box.

Step 5 Enter the appropriate settings as described in the “Cisco TSP Configuration 
Settings” section.

Step 6 Click OK to save changes.

Note After configuring the TSP, you must restart the telephony service 
before an application can run and connect with its devices.
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  Cisco TSP Configuration Settings
Cisco TSP Configuration Settings
The following sections describe the fields in the Cisco-IP PBX Service Provider 
dialog box:

• General Tab

• User Tab

• CTI Manager Tab

• Wave Tab

• Trace Tab

• Advanced Tab

• Language Tab
7
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  Cisco TSP Configuration Settings
General Tab
The General Tab displays TSP and TSPUI version information, as illustrated in 
Figure 1.

Figure 1 Cisco IP PBX Service Provider General Tab

Table 1 contains a list of the General tab fields that must be set and their 
descriptions.
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  Cisco TSP Configuration Settings
Table 1 Auto Update Information Fields

Field Description

Ask Before Update This check box enables the user to control the auto 
update process. The Default is disabled.

Never AutoUpdate The Default value is shown in Figure 1. Choosing 
this radio button does not perform an auto update 
even after detecting an upgradeable plugin 
version on the Cisco CallManager.

Always AutoUpdate Choose this radio button to allow the CiscoTSP to 
auto update after detecting an upgradeable plugin 
version on the Cisco CallManager.

AutoUpdate on Incompatible 
QBEProtocolVersion

Choose this radio button to allow the CiscoTSP to 
auto update only when the local TSP version is 
incompatible with the Cisco CallManager, and 
upgrading the TSP to the plugin version is the 
only choice to continue.
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  Cisco TSP Configuration Settings
User Tab
The User tab allows you to configure security information, as illustrated in 
Figure 2.

Figure 2 Cisco IP PBX Service Provider User Tab

Table 2 contains a list of the fields for the User tab that must be set and their 
descriptions.
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  Cisco TSP Configuration Settings
Table 2 User Tab Configuration Fields

Field Description

User Name Enter the user name of the user that you want to give 
access to devices. This TSP can access devices and 
lines that are associated with this user. Make sure 
that this user is also configured in the 
Cisco CallManager, so TSP can connect to 
Cisco CallManager.

The TSP configuration registry keys store the user 
name and password that you enter. 

Note You can designate only one user name 
and password to be active at any time for 
a TSP.

Password Enter the password that is associated with the user 
that you entered in the User Name field. The 
computer encrypts the password and stores it in the 
registry.

Verify Password Reenter the user password.
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  Cisco TSP Configuration Settings
CTI Manager Tab
The CTI Manager tab allows you to configure primary and secondary 
CTI Manager information, as illustrated in Figure 3.

Figure 3 Cisco-IP PBX Service Provider CTI Manager Tab

Table 3 contains a list of the CTI Manager tab fields that must be set and their 
descriptions.
12
Cisco TAPI Installation Guide for Cisco CallManager 4.1(3)

OL-7342-01



 

  Cisco TSP Configuration Settings
Table 3 CTI Manager Configuration Fields

Field Description

Primary CTI Manager 
Location

Use to specify the CTI Manager to which the TSP 
attempts to connect first. 

If the TSP is on the same computer as the primary 
CTIManager, choose the Local Host radio button.

If the primary CTIManager is on a different 
computer, choose the IP Address radio button and 
enter the IP address of primary CTIManager or 
choose the Host Name radio button and enter the 
host name of primary CTI Manager.

Backup CTI Manager 
Location

Use to specify the CTI Manager to which the TSP 
attempts to connect if a connection to the primary 
CTI Manager fails. 

If the TSP is on the same computer as the backup 
CTIManager, choose the Local Host radio button.

If the backup CTIManager is on a different 
computer, choose the IP Address radio button and 
enter the IP address of backup CTIManager or 
choose the Host Name radio button and enter the 
host name of backup CTI Manager.
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  Cisco TSP Configuration Settings
Wave Tab
The Wave tab allows you to configure settings for your wave devices, as 
illustrated in Figure 4.

Figure 4 Cisco IP PBX Service Provider Wave Tab

Table 4 contains a list of the Wave tab fields that must be set and their 
descriptions.
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  Cisco TSP Configuration Settings
Table 4 Wave Tab Configuration Fields

Field Description

Automated Voice Calls The number of Cisco wave devices that you are 
using determines the possible number of automated 
voice lines. (The default is 5.) You can open as 
many CTI ports as the number of Cisco wave 
devices that are configured. For example, if you 
enter “5,” you need to create five CTI port devices 
in Cisco CallManager. If you change this number, 
you need to remove and then reinstall any Cisco 
wave devices that you installed.

You can only configure a maximum of 255 wave 
devices for all installed TSPs because Microsoft 
limits the number of wave devices per wave driver 
to 255.

When you configure 256 or more wave devices 
(including Cisco or other wave devices), Windows 
displays the following error when you access the 
Sounds and Multimedia control panel: “An Error 
occurred while Windows was working with the 
Control Panel file 
C:\Winnt\System32\MMSYS.CPL.” TSP can still 
handle the installed Cisco wave devices as long as 
you have not configured more than 255 Cisco 
devices.

The current number of possible automated voice 
lines designates the maximum number of lines that 
can be simultaneously opened by using both 
LINEMEDIAMODE_AUTOMATEDVOICE and 
LINEMEDIAMODE_INTERACTIVEVOICE.

If you are not developing a third-party call control 
application, check the Enumerate only lines that 
support automated voice check box, so the 
Cisco TSP detects only lines that are associated 
with a CTI port device.
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  Cisco TSP Configuration Settings
Silence Detection If you use silence detection, this check box notifies 
the wave driver which method to use to detect 
silence on lines that support automated voice calls 
that are using the Cisco Wave Driver. If the check 
box is checked (default), the wave driver searches 
for the absence of audio-stream RTP packets. 
Because all devices on the network suppress silence 
and stop sending packets, this method provides a 
very efficient way for the wave driver to detect 
silence.

However, if some phones or gateways do not 
perform silence suppression, the wave driver must 
analyze the content of the media stream and, at 
some threshold, declare that silence is in effect. 
This CPU-intensive method handles media streams 
from any type of device.

If some phones or gateways on your network do not 
perform silence suppression, you must specify the 
energy level at which the wave driver declares that 
silence is in effect. This value of the 16-bit linear 
PCM energy level ranges from 0 to 32767, and the 
default is 200. If all phones and gateways perform 
silence suppression, the system ignores this value.

Table 4 Wave Tab Configuration Fields (Continued)

Field Description
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  Cisco TSP Configuration Settings
Trace Tab
The Trace tab allows you to configure various trace settings, as illustrated in 
Figure 5. Changes to trace parameters take effect immediately, even if TSP is 
running.

Figure 5 Cisco IP PBX Service Provider Trace Tab

Table 5 contains a list of the Trace tab fields that must be set and their 
descriptions.
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  Cisco TSP Configuration Settings
Table 5 Trace Tab Configuration Fields

Field Description

On This setting allows you to enable Global CiscoTSP 
trace.

Check the check box to enable CiscoTSP trace. 
When you enable trace, you can modify other trace 
parameters in the dialog box. The CiscoTSP trace 
depends on the other values that you enter in these 
fields.

Uncheck the check box to disable CiscoTSP trace. 
When you disable trace, you cannot choose any 
trace parameters in the dialog box, and TSP ignores 
the values that are entered in these fields.

Max lines/file Use to specify the maximum number of lines the 
trace file can contain. The default is 10,000. Once 
the file contains the maximum number of lines, 
trace opens the next file and writes to that file.

No. of files Use to specify the maximum number of trace files. 
The default is 10. File numbering occurs in a 
rotating sequence starting at 0. The counter restarts 
at 0 after it reaches the maximum number of files 
minus one. 

Directory Use to specify the location in which trace files for 
all Cisco TSPs are stored. Make sure that the 
specified directory exists.

The system creates a subdirectory for each 
Cisco TSP. For example, the CiscoTSP001Log 
directory stores Cisco TSP 1 log files. The system 
creates trace files with filename 
TSP001Debug000xxx.txt for each TSP in its 
respective subdirectory.
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  Cisco TSP Configuration Settings
TSP Trace This setting activates internal TSP tracing. When 
you activate TSP tracing, Cisco TSP logs internal 
debug information that you can use for debugging 
purposes. You can choose one of the following 
levels:

Error—Logs only TSP errors.

Detailed—Logs all TSP details (such as, log 
function calls in the order that they are called).

The system checks the TSP Trace check box and 
chooses the Error radio button by default.

CTI Trace This setting traces messages flowing between 
Cisco TSP and CTI. Cisco TSP communicates with 
the CTI Manager. By default, the system leaves the 
check box unchecked.

TSPI Trace This setting traces all messages and function calls 
between TAPI and Cisco TSP. The system leaves 
this check box unchecked by default.

If you check the check box, TSP traces all the 
function calls that TAPI makes to Cisco TSP with 
parameters and messages (events) from Cisco TSP 
to TAPI.

Table 5 Trace Tab Configuration Fields (Continued)

Field Description
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  Cisco TSP Configuration Settings
Advanced Tab
The Advanced tab allows you to configure timer settings, as illustrated in 
Figure 6.

Note These timer settings that are meant for advanced users only rarely change.

Figure 6 Cisco IP PBX Service Provider Advanced Tab

Table 6 contains a list of the Advanced tab fields that must be set and their 
descriptions.
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  Cisco TSP Configuration Settings
Language Tab
The Language tab allows you to choose one of the installed languages to view the 
configuration settings in that language, as illustrated in Figure 7.

Table 6 Advanced Configuration Fields

Field Description

Synchronous Message 
Timeout (secs)

Use to designate the time that the TSP waits to 
receive a response to a synchronous message. The 
value displays in seconds, and the default is 15. 
Range goes from 5 to 60 seconds.

Requested Heartbeat 
Interval (secs)

Use to designate the interval at which the heartbeat 
messages are sent from TSP to detect whether the 
CTI Manager connection is still alive. TSP sends 
heartbeats when no traffic exists between the TSP 
and CTI Manager for 30 seconds or more. The 
default interval is 30 seconds. Range goes from 30 
to 300 seconds.

Connect Retry Interval 
(secs)

Use to designate the interval between reconnection 
attempts after a CTI Manager connection failure. 
The default is 30 seconds. Range goes from 15 to 
300 seconds.

Provider Open Completed 
Timeout (secs)

Use to designate the time that the TSP waits for a 
Provider Open Completed Event. This event 
indicates that the initialization of CTI Manager is 
done and is ready to serve TSP requests. This 
initialization time is directly proportional to the 
number of devices that are configured in the system. 
The default value is 50 seconds. Range goes from 5 
to 900 seconds.
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  Cisco TSP Configuration Settings
Figure 7 Cisco IP PBX Service Provider Language Tab

Choose a language and click Change Language to reload the tabs with the text in 
that language.
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  Installing the Wave Driver
Installing the Wave Driver 
You can use the Cisco wave driver with Windows 2000 and Windows NT only. 
Windows 98 and Windows 95 do not support the Cisco wave driver.

You should install Cisco wave driver if you plan to use first-party call control. (Do 
this even if you are performing your own media termination.) 

Caution Because of a restriction in Windows NT, the software may overwrite or remove 
existing wave drivers from the system when you install or remove the Cisco 
wave driver on a Windows NT system. The procedures in this section for 
installing and uninstalling the Cisco wave driver on Windows NT include 
instructions on how to prevent existing wave drivers from being overwritten or 
removed.

To install the Cisco wave driver, perform the following steps.

Procedure for Windows XP

Step 1 Open the Control Panel.

Step 2 Open Add/Remove Hardware.

Step 3 Click Next.

Step 4 Select Yes, I have already connected the hardware.

Step 5 Select Add a New Hardware Device.

Step 6 Click Next.

Step 7 Select Install the Hardware that I manually select from a list.

Step 8 Click Next.

Step 9 For the hardware type, select Sound, video and game controller.

Step 10 Click Next.

Step 11 Click Have Disk.

Step 12 Click Browse and navigate to the Wave Drivers folder in the folder where the 
Cisco TSP is installed.

Step 13 Choose OEMSETUP.INF and click Open.
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  Installing the Wave Driver
Step 14 In the Install From Disk window, click OK.

Step 15 Select the Cisco TAPI Wave Driver in the Select a Device Driver window and 
select Next.

Step 16 Select Next in the Start Hardware Installation window.

Step 17 If Prompted for Digital signature Not Found, click Continue Anyway. 

Step 18 The installation may issue the following prompt:

The file avaudio32.dll on Windows NT Setup Disk #1 is needed,
Type the path where the file is located and then click ok.

If so, navigate to the same location as where you chose OEMSETUP.INF, select 
avaudio32.dll, and click OK.

Step 19 Click Yes.

Step 20 Click Finish.

Step 21 Click Yes to restart to restart the computer .

Procedure for Windows 2000

Step 1 Open the Control Panel.

Step 2 Double-click Add/Remove Hardware.

Step 3 Click Next.

Step 4 Click Add/Troubleshoot a Device and click Next.

Step 5 Click Add a New Device and click Next.

Step 6 Click No, I want to select the hardware from a list.

Step 7 Choose Sound, video and game controllers and click Next.

Step 8 Click Have Disk.

Step 9 Click Browse and change to the Wave Drivers folder in the folder where the 
Cisco TSP is installed.

Step 10 Choose OEMSETUP.INF and click Open.

Step 11 In the Install From Disk window, click OK.

Step 12 The Cisco TAPI Wave Driver displays on the screen. Click Next.

Step 13 Click Next.
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  Installing the Wave Driver
Step 14 The installation may issue the following prompt:

Digital Signature Not Found

Step 15 Click Yes.

Step 16 The installation may issue the following prompt:

The file avaudio32.dll on Windows NT Setup Disk #1 is needed,
Type the path where the file is located and then click ok.

If so, enter the same location as where you chose OEMSETUP.INF and click OK.

Step 17 Click Yes.

Step 18 Click Finish.

Step 19 Click Yes to restart.

Procedure for Windows NT

Step 1 Before you add the Cisco wave driver, you must save the wave driver information 
from the registry in a separate file as described in the “Saving Wave Driver 
Information” section.

Step 2 Open the Control Panel.

Step 3 Double-click Multimedia.

Step 4 Click Next.

Step 5 Click Add.

Step 6 Click Unlisted or Updated Driver.

Step 7 Click OK.

Step 8 Click Browse and change to the Wave Drivers folder in the folder where the 
Cisco TSP is installed.

Step 9 Click OK. Follow the online instruction, but do not restart the system when 
prompted.

Step 10 Examine the contents of the registry to verify the new driver was installed and the 
old drivers still exist, as described in the “Verifying the Wave Driver Exists” 
section.

Step 11 Restart the computer.
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  Saving Wave Driver Information
Saving Wave Driver Information
Use the following steps to save wave driver information from the registry in a 
separate file. You must perform this procedure when installing or uninstalling the 
Cisco wave driver on a Windows NT computer.

Procedure

Step 1 Click Start > Run.

Step 2 In the text box, enter regedit.

Step 3 Click OK.

Step 4 Choose the Drivers32 key that is located in the following path: 

HKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\Windows NT\ 
CurrentVersion

Step 5 Choose Registry > Export Registry File.

Step 6 Enter a filename and choose the location to save. 

Step 7 Click Save. 

The file receives a .reg extension. 
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  Verifying the Wave Driver Exists
Verifying the Wave Driver Exists
When you install or uninstall the Cisco wave driver, you must verify whether it 
exists on your system. Use these steps to verify whether the wave driver exists.

Procedure

Step 1 Click Start > Run.

Step 2 In the text box, enter regedit.

Step 3 Click OK.

Step 4 Choose the Drivers32 key located in the following path:

HKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\Windows NT\ 
CurrentVersion

Step 5 If you are installing the wave driver, make sure that the driver “avaudio32.dll” 
displays in the data column. If you are uninstalling the wave driver, make sure that 
the driver “avaudio32.dll does not display in the data column. This designates the 
Cisco wave driver.

Step 6 Verify that the previously existing wave values appear in the data column for 
wave1, wave2, wave3, and so on. You can compare this registry list to the contents 
of the .reg file that you saved in the “Saving Wave Driver Information” procedure 
by opening the .reg file in a text editor and viewing it and the registry window side 
by side.

Step 7 If necessary, add the appropriate waveX string values for any missing wave values 
that should be installed on the system. For each missing wave value, choose
Edit > New > String Value and enter a value name. Then, choose Edit > Modify, 
enter the value data, and click OK.

Step 8 Close the registry by choosing Registry > Exit.
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  Verifying the Cisco TSP Installation
Verifying the Cisco TSP Installation
You can use the Microsoft Windows Phone Dialer Application to verify that the 
Cisco TSP is operational. For Windows NT and Windows 2000, locate the dialer 
application in

C:\Program Files\Windows NT\dialer.exe

For windows 95 and Windows 98, locate the dialer application in

C:\Windows\dialer.exe

Procedure For Windows 2000 and Windows XP

Step 1 Open the Dialer application by locating it in Windows Explorer and 
double-clicking it.

Step 2 Choose Edit > Options.

Step 3 Choose Phone as the Preferred Line for Calling.

Step 4 In the Line Used For area, choose one Cisco Line in the Phone Calls drop-down 
menu.

Step 5 Click OK. 

Step 6 Click Dial.

Step 7 Enter a number to dial, choose Phone Call in the Dial as box, and then click Place 
Call.

Procedure for Windows NT, Windows 98, and Windows 95

Step 1 Open the Dialer application by locating it in Windows Explorer and 
double-clicking it:

A dialog box appears that requests the line and address that you want to use. If no 
lines are listed in the Line drop-down list box, a problem may exist between the 
Cisco TSP and the Cisco CallManager. 

Step 2 Choose a line from the Line drop-down menu. Make sure Address is set to 
Address 0.
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  Setting Up Client-Server Configuration
Step 3 Click OK. 

Step 4 Enter a number to dial.

If the call is successful, you have verified that the Cisco TSP is operational on the 
machine where the Cisco TSP is installed. 

If you encounter problems during this procedure, or if no lines appear in the line 
drop-down list on the dialer application, check the following items:

• Make sure that the Cisco TSP is configured properly.

• Test the network link between the Cisco TSP and the Cisco CallManager by 
using the ping command to check connectivity.

• Make sure that the Cisco CallManager server is functioning.

Setting Up Client-Server Configuration
For information on setting up a client-server configuration (Remote TSP) in 
Windows 2000, refer to the Microsoft Windows Help feature. For information on 
client-server configuration in Windows NT, refer to Microsoft White Papers.

Uninstalling the Wave Driver 
To remove the Cisco wave driver, perform the following steps.

Procedure for Windows XP

Step 1 Open the Control Panel.

Step 2 Select Sound and Audio Devices.

Step 3 Click the Hardware tab.

Step 4 Select Cisco TAPI Wave Driver.

Step 5 Click Properties.

Step 6 Click the Driver tab.
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  Uninstalling the Wave Driver
Step 7 Click Uninstall and OK to remove.

Step 8 If the Cisco TAPI Wave Driver entry is still displayed, close and open the window 
again to verify that it has been removed.

Step 9 Restart the computer.

Procedure for Windows 2000

Step 1 Open the Control Panel.

Step 2 Double-click Add/Remove Hardware.

Step 3 Click Next.

Step 4 Choose Uninstall/Unplug a device and click Next.

Step 5 Choose Uninstall a device and click Next.

Step 6 Choose Cisco TAPI Wave Driver and click Next.

Step 7 Choose Yes, I want to uninstall this device and click Next.

Step 8 Click Finish.

Step 9 Restart the computer.

Procedure for Windows NT

Step 1 Before you uninstall the Cisco wave driver, you must save the wave driver 
information from the registry in a separate file. For information on how to save 
the wave drive information to a separate file, see the “Saving Wave Driver 
Information” section.

Step 2 After the registry information is saved, open the Control Panel.

Step 3 Double-click Multimedia.

Step 4 Click the Devices tab.

Step 5 To view all the audio devices, click the ‘+’ symbol next to Audio Devices.

Step 6 Click Audio for Cisco Sound System.

Step 7 Click Remove.

Step 8 Click Finish. Do not restart the system.
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Step 9 Verify that the Cisco wave driver was removed and the old drivers still exist. For 
information on how to do this, see the “Verifying the Wave Driver Exists” section.

Note When you verify the removal of the driver, make sure that Cisco wave 
driver “avaudio32.dll” does not appear in the data column.

Step 10 Restart the computer.

Removing the Cisco TSP 
This process removes the Cisco TSP from the provider list but does not uninstall 
the TSP. To make these changes, perform the following steps.

Procedure for Windows 2000

Step 1 Open the Control Panel.

Step 2 Double-click the Phone and Modem icon.

Step 3 Click the Advanced tab. 

Step 4 Choose the Cisco TSP that you want to remove.

Step 5 To delete the Cisco TSP from the list, click Remove.

Procedure for Windows NT, Windows 98, and Windows 95

Step 1 Open the Control Panel.

Step 2 Double-click the Telephony icon.

Step 3 Click the Advanced tab. 

Step 4 Choose the Cisco TSP that you want to remove.

Step 5 To delete the Cisco TSP from the list, click Remove.
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Managing the Cisco TSP
You can perform the following actions on all installed TSPs:

• Reinstall the existing Cisco TSP version

• Upgrade to the newer version of the Cisco TSP

• Uninstall the Cisco TSP

You cannot change the number of installed Cisco TSPs when you reinstall or 
upgrade the Cisco TSPs. 

Related Topics

• Reinstalling the Cisco TSP

• Upgrading the Cisco TSP

• Auto Update for Cisco TSP Upgrades

• Uninstalling the Cisco TSP

Reinstalling the Cisco TSP
Use the following procedure to reinstall the Cisco TSP on all supported platforms.

Procedure

Step 1 Open the Control Panel and double-click Add/Remove Programs.

Step 2 Choose Cisco TSP and click Add/Remove.

The Cisco TSP maintenance install dialog box displays.

Step 3 Click Reinstall TSP 4.1(X.X) radio button and click Next.

Step 4 Follow the online instructions.

Note If TSP files are already locked, the installation program prompts you 
to restart the computer.
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Upgrading the Cisco TSP
Use the following procedure to upgrade the Cisco TSP on all supported platforms.

Procedure

Step 1 Choose the type of installation for Cisco TSP 4.1(X.X).

Step 2 Choose Upgrade from TSP X.X(X.X) option radio button and click Next.

Step 3 Follow the online instructions.

Note If TSP files are already locked, the installation program prompts you 
to restart the computer.

Step 4 The CiscoTSP maintenance install dialog box displays. 

If CiscoTSP.exe contains different version of Cisco TSP than you have installed, 
the installation program displays one of the following prompts, depending upon 
the previous Cisco TSP version:

Choose the type of installation for TSP Version 4.1(X.X).

If the previous installed version is Cisco TSP 3.1(X.X), the following prompt 
displays: 

Upgrade from TSP 3.1(X.X)

If the previous installed version is Cisco TSP 3.2(X.X), the following prompt 
displays: 

Upgrade from TSP 3.2(X.X)

If the previous installed version is Cisco TSP 3.3(X.X), the following prompt 
displays:

Upgrade from 3.3(X.X)

If the previous installed version is Cisco TSP 4.1(X.X), the following prompt 
displays: 

Upgrade from TSP 4.1(X.X)
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Auto Update for Cisco TSP Upgrades
CiscoTSP supports auto update functionality, so the latest plugin can be 
downloaded and installed on the client machine. When the Cisco Call Manager is 
upgraded to a higher version, and CiscoTSP auto update functionality is enabled, 
the latest compatible CiscoTSP is available, which is compatible with the 
upgraded Call Manager. This ensures that the applications work as expected with 
the new release of Cisco CallManager (provided the new call manager interface 
is backward compatible with the TAPI interface). The CiscoTSP that is installed 
locally on the client server allows the application to set the auto update options as 
part of the CiscoTSP configuration. You can opt for updating the CiscoTSP in the 
following different ways. 

• Update CiscoTSP whenever a different (has to be higher version that existing) 
version is available on the Cisco CallManager server.

• Update CiscoTSP whenever a QBE protocol version mismatch occurs 
between the existing CiscoTSP and the Cisco CallManager version.

• Do not update CiscoTSP by using the auto update functionality.

AutoInstall Behavior

As part of initialization of CiscoTSP, when the application does lineInitializeEx, 
CiscoTSP queries the current TSP plugin version information that is available on 
Cisco CallManager server. Once this information is available, CiscoTSP 
compares the installed CiscoTSP version with the plugin version. If user chose an 
option for Auto Update, CiscoTSP triggers the update process. As part of Auto 
Update, CiscoTSP behaves in the following ways on different platforms.

Windows 95, Windows 98, Windows ME

Because CiscoTSP is in use and locked when the application does 
lineInitializeEx, the auto update process requests that you close all the running 
applications to install the new TSP version on the client setup. When all the 
running applications get closed, CiscoTSP auto update process can continue, and 
you will be informed about the upgrade success. If the running applications do not 
get closed and the installation continues, the new version of CiscoTSP will not get 
installed, and a corresponding error gets reported to the applications.
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Windows NT

After CiscoTSP detects that an upgradeable version is available on the 
Cisco CallManager server and Auto Update gets chosen, CiscoTSP reports 0 lines 
to the application and removes the CiscoTSP provider from the provider list. It 
will then try to stop the telephony service to avoid any locked files during Auto 
Update. If the telephony service can be stopped, CiscoTSP gets silently auto 
updated and the service restarted. Applications must be reinitialized in order to 
start using the CiscoTSP. If the telephony service could not be stopped, CiscoTSP 
installs the new version and displays a message to restart the system. You must 
restart the system in order to use the new CiscoTSP.

Windows 2000 or XP 

After CiscoTSP detects that an upgradeable version is available on the 
Cisco CallManager server and Auto Update option gets chosen, CiscoTSP reports 
0 lines to the application and removes the CiscoTSP provider from the provider 
list. If a new TSP version is detected during the reconnect time, the running 
applications receive LINE_REMOVE on all the lines, which are already 
initialized and are in OutOfService state. CiscoTSP silently upgrades to the new 
version that was downloaded from the Cisco CallManager and puts the CiscoTSP 
provider back on the provider list. All the running applications receive 
LINE_CREATE messages.

WinXP supports multiple user logon sessions (fast user switching); however, this 
release supports Auto Update only for the first logon user. If multiple active logon 
sessions exist, CiscoTSP only supports the Auto Update functionality for the first 
logged-on user.

Note If a user has multiple CiscoTSPs installed on the client machine, only the first 
CiscoTSP instance is enabled to set up the Auto Update configuration. All 
CiscoTSPs get upgraded to a common version upon version mismatch. From 
“Control Panel/Phone & Modem Options/Advanced/CiscoTSP001,” the General 
window displays the options for Auto Update. 

Because it is a CTI service parameter, which can be configured, you can change 
the Plugin location to a different machine than the Cisco CallManager server. The 
default is “//<CMServer>//ccmpluginsserver”.
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If Silent upgrade fails on any listed platforms for any reason (such as locked files 
that are encountered during upgrade on Win95/98/ME), the old CiscoTSP 
provider(s) do not get put back on the provider list to avoid any looping of the 
Auto Update process. Ensure that the update options get cleared and the providers 
get added to provider list manually. Update the CiscoTSP manually or by fixing 
the problem(s) encountered during Auto Update and reinitializing Cisco TAPI to 
trigger the Auto Update process.

Note TSPAutoInstall.exe has user interface screens and can proceed to display these 
screens only when the telephony service enables the LocalSystem logon option 
with “Allow Service to interact with Desktop”. If the logon option is not set as 
LocalSystem or logon option is LocalSystem but “Allow Service to interact with 
Desktop” is disabled, CiscoTSP cannot launch the AutoInstall UI windows and 
will not continue with AutoInstall. 

Ensure that the following logon options are set for the telephony service.

Step 1 Logon as: LocalSystem.

Step 2 Enable the check box: “Allow Service to interact with Desktop.”

These telephony service settings, when changed, requires manual restart of the 
service to take effect. 

Step 3 If, after changing the settings to above values, the service does not restart, 
CiscoTSP checks for “Allow Service to interact with user” to be positive (as the 
configuration is updated for the service in the database), but AutoInstall UI cannot 
display. CiscoTSP continues to put the entry for TSPAutoInstall.exe under 
Registry key RUNONCE. This will help autoinstall to run when the machine 
reboots the next time.

Uninstalling the Cisco TSP
Use the following procedure to uninstall the Cisco TSP on all supported 
platforms.
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Procedure

Step 1 Open the Control Panel and double-click Add/Remove Programs.

Step 2 Choose Cisco TSP and click Add/Remove.

The Cisco TSP maintenance install dialog box displays. 

Step 3 Choose Uninstall: Remove the installed TSP radio button and click Next.

Step 4 Follow the online instructions.

Note If TSP files are already locked, the installation program prompts you 
to restart the computer.

Obtaining Documentation
Cisco documentation and additional literature are available on Cisco.com. Cisco 
also provides several ways to obtain technical assistance and other technical 
resources. These sections explain how to obtain technical information from Cisco 
Systems.

Cisco.com
You can access the most current Cisco documentation at this URL:

http://www.cisco.com/univercd/home/home.htm

You can access the Cisco website at this URL:

http://www.cisco.com

You can access international Cisco websites at this URL:

http://www.cisco.com/public/countries_languages.shtml
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Documentation DVD
Cisco documentation and additional literature are available in a Documentation 
DVD package, which may have shipped with your product. The Documentation 
DVD is updated regularly and may be more current than printed documentation. 
The Documentation DVD package is available as a single unit. 

Registered Cisco.com users (Cisco direct customers) can order a Cisco 
Documentation DVD (product number DOC-DOCDVD=) from the Ordering tool 
or Cisco Marketplace.

Cisco Ordering tool:

http://www.cisco.com/en/US/partner/ordering/

Cisco Marketplace:

http://www.cisco.com/go/marketplace/

Ordering Documentation
You can find instructions for ordering documentation at this URL:

http://www.cisco.com/univercd/cc/td/doc/es_inpck/pdi.htm

You can order Cisco documentation in these ways:

• Registered Cisco.com users (Cisco direct customers) can order Cisco product 
documentation from the Ordering tool:

http://www.cisco.com/en/US/partner/ordering/

• Nonregistered Cisco.com users can order documentation through a local 
account representative by calling Cisco Systems Corporate Headquarters 
(California, USA) at 408 526-7208 or, elsewhere in North America, by 
calling 1 800 553-NETS (6387).

Documentation Feedback
You can send comments about technical documentation to bug-doc@cisco.com.
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You can submit comments by using the response card (if present) behind the front 
cover of your document or by writing to the following address:

Cisco Systems
Attn: Customer Document Ordering
170 West Tasman Drive
San Jose, CA 95134-9883

We appreciate your comments.

Cisco Product Security Overview
Cisco provides a free online Security Vulnerability Policy portal at this URL:

http://www.cisco.com/en/US/products/products_security_vulnerability_policy.ht
ml

From this site, you can perform these tasks:

• Report security vulnerabilities in Cisco products.

• Obtain assistance with security incidents that involve Cisco products.

• Register to receive security information from Cisco.

A current list of security advisories and notices for Cisco products is available at 
this URL:

http://www.cisco.com/go/psirt

If you prefer to see advisories and notices as they are updated in real time, you 
can access a Product Security Incident Response Team Really Simple Syndication 
(PSIRT RSS) feed from this URL:

http://www.cisco.com/en/US/products/products_psirt_rss_feed.html

Reporting Security Problems in Cisco Products
Cisco is committed to delivering secure products. We test our products internally 
before we release them, and we strive to correct all vulnerabilities quickly. If you 
think that you might have identified a vulnerability in a Cisco product, contact 
PSIRT:

• Emergencies— security-alert@cisco.com
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• Nonemergencies— psirt@cisco.com

Tip We encourage you to use Pretty Good Privacy (PGP) or a compatible product to 
encrypt any sensitive information that you send to Cisco. PSIRT can work from 
encrypted information that is compatible with PGP versions 2.x through 8.x. 

Never use a revoked or an expired encryption key. The correct public key to use 
in your correspondence with PSIRT is the one that has the most recent creation 
date in this public key server list:

http://pgp.mit.edu:11371/pks/lookup?search=psirt%40cisco.com&op=index&ex
act=on

In an emergency, you can also reach PSIRT by telephone:

• 1 877 228-7302

• 1 408 525-6532

Obtaining Technical Assistance
For all customers, partners, resellers, and distributors who hold valid Cisco 
service contracts, Cisco Technical Support provides 24-hour-a-day, 
award-winning technical assistance. The Cisco Technical Support Website on 
Cisco.com features extensive online support resources. In addition, Cisco 
Technical Assistance Center (TAC) engineers provide telephone support. If you 
do not hold a valid Cisco service contract, contact your reseller.

Cisco Technical Support Website
The Cisco Technical Support Website provides online documents and tools for 
troubleshooting and resolving technical issues with Cisco products and 
technologies. The website is available 24 hours a day, 365 days a year, at this 
URL:

http://www.cisco.com/techsupport
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Access to all tools on the Cisco Technical Support Website requires a Cisco.com 
user ID and password. If you have a valid service contract but do not have a user 
ID or password, you can register at this URL:

http://tools.cisco.com/RPF/register/register.do

Note Use the Cisco Product Identification (CPI) tool to locate your product serial 
number before submitting a web or phone request for service. You can access the 
CPI tool from the Cisco Technical Support Website by clicking the Tools & 
Resources link under Documentation & Tools. Choose Cisco Product 
Identification Tool from the Alphabetical Index drop-down list, or click the 
Cisco Product Identification Tool link under Alerts & RMAs. The CPI tool 
offers three search options: by product ID or model name; by tree view; or for 
certain products, by copying and pasting show command output. Search results 
show an illustration of your product with the serial number label location 
highlighted. Locate the serial number label on your product and record the 
information before placing a service call.

Submitting a Service Request
Using the online TAC Service Request Tool is the fastest way to open S3 and S4 
service requests. (S3 and S4 service requests are those in which your network is 
minimally impaired or for which you require product information.) After you 
describe your situation, the TAC Service Request Tool provides recommended 
solutions. If your issue is not resolved using the recommended resources, your 
service request is assigned to a Cisco TAC engineer. The TAC Service Request 
Tool is located at this URL:

http://www.cisco.com/techsupport/servicerequest

For S1 or S2 service requests or if you do not have Internet access, contact the 
Cisco TAC by telephone. (S1 or S2 service requests are those in which your 
production network is down or severely degraded.) Cisco TAC engineers are 
assigned immediately to S1 and S2 service requests to help keep your business 
operations running smoothly.

To open a service request by telephone, use one of the following numbers:

Asia-Pacific: +61 2 8446 7411 (Australia: 1 800 805 227)
EMEA: +32 2 704 55 55
USA: 1 800 553-2447
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For a complete list of Cisco TAC contacts, go to this URL:

http://www.cisco.com/techsupport/contacts

Definitions of Service Request Severity
To ensure that all service requests are reported in a standard format, Cisco has 
established severity definitions.

Severity 1 (S1)—Your network is “down,” or there is a critical impact to your 
business operations. You and Cisco will commit all necessary resources around 
the clock to resolve the situation. 

Severity 2 (S2)—Operation of an existing network is severely degraded, or 
significant aspects of your business operation are negatively affected by 
inadequate performance of Cisco products. You and Cisco will commit full-time 
resources during normal business hours to resolve the situation.

Severity 3 (S3)—Operational performance of your network is impaired, but most 
business operations remain functional. You and Cisco will commit resources 
during normal business hours to restore service to satisfactory levels.

Severity 4 (S4)—You require information or assistance with Cisco product 
capabilities, installation, or configuration. There is little or no effect on your 
business operations.

Obtaining Additional Publications and Information
Information about Cisco products, technologies, and network solutions is 
available from various online and printed sources.

• Cisco Marketplace provides a variety of Cisco books, reference guides, and 
logo merchandise. Visit Cisco Marketplace, the company store, at this URL:

http://www.cisco.com/go/marketplace/

• Cisco Press publishes a wide range of general networking, training and 
certification titles. Both new and experienced users will benefit from these 
publications. For current Cisco Press titles and other information, go to Cisco 
Press at this URL:

http://www.ciscopress.com
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• Packet magazine is the Cisco Systems technical user magazine for 
maximizing Internet and networking investments. Each quarter, Packet 
delivers coverage of the latest industry trends, technology breakthroughs, and 
Cisco products and solutions, as well as network deployment and 
troubleshooting tips, configuration examples, customer case studies, 
certification and training information, and links to scores of in-depth online 
resources. You can access Packet magazine at this URL:

http://www.cisco.com/packet

• iQ Magazine is the quarterly publication from Cisco Systems designed to 
help growing companies learn how they can use technology to increase 
revenue, streamline their business, and expand services. The publication 
identifies the challenges facing these companies and the technologies to help 
solve them, using real-world case studies and business strategies to help 
readers make sound technology investment decisions. You can access iQ 
Magazine at this URL:

http://www.cisco.com/go/iqmagazine

• Internet Protocol Journal is a quarterly journal published by Cisco Systems 
for engineering professionals involved in designing, developing, and 
operating public and private internets and intranets. You can access the 
Internet Protocol Journal at this URL:

http://www.cisco.com/ipj

• World-class networking training is available from Cisco. You can view 
current offerings at this URL:

http://www.cisco.com/en/US/learning/index.html
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Access Registrar, Aironet, ASIST, BPX, Catalyst, CCDA, CCDP, CCIE, CCIP, CCNA, CCNP, Cisco, the Cisco 
Certified Internetwork Expert logo, Cisco IOS, Cisco Press, Cisco Systems, Cisco Systems Capital, the Cisco 
Systems logo, Cisco Unity, Empowering the Internet Generation, Enterprise/Solver, EtherChannel, EtherFast, 
EtherSwitch, Fast Step, FormShare, GigaDrive, GigaStack, HomeLink, Internet Quotient, IOS, IP/TV, iQ Expertise, 
the iQ logo, iQ Net Readiness Scorecard, LightStream, Linksys, MeetingPlace, MGX, the Networkers logo, 
Networking Academy, Network Registrar, Packet, PIX, Post-Routing, Pre-Routing, ProConnect, RateMUX, 
ScriptShare, SlideCast, SMARTnet, StrataView Plus, SwitchProbe, TeleRouter, The Fastest Way to Increase Your 
Internet Quotient, TransPath, and VCO are registered trademarks of Cisco Systems, Inc. and/or its affiliates in the 
United States and certain other countries. 

All other trademarks mentioned in this document or Website are the property of their respective owners. The use of 
the word partner does not imply a partnership relationship between Cisco and any other company. (0501R)

Copyright © 2005, Cisco Systems, Inc.
All rights reserved.
43
Cisco TAPI Installation Guide for Cisco CallManager 4.1(3)

OL-7342-01

http://www.cisco.com/packet
http://www.cisco.com/go/iqmagazine
http://www.cisco.com/ipj
http://www.cisco.com/en/US/learning/index.html


 

  Obtaining Additional Publications and Information
44
Cisco TAPI Installation Guide for Cisco CallManager 4.1(3)

OL-7342-01


	Cisco TAPI Installation Guide for Cisco CallManager 4.1(3)
	Contents
	Introduction
	Installing the Cisco TSP
	Activating the Cisco TSP
	Configuring the Cisco TSP
	Cisco TSP Configuration Settings
	General Tab
	User Tab
	CTI Manager Tab
	Wave Tab
	Trace Tab
	Advanced Tab
	Language Tab

	Installing the Wave Driver
	Saving Wave Driver Information
	Verifying the Wave Driver Exists
	Verifying the Cisco TSP Installation
	Setting Up Client-Server Configuration
	Uninstalling the Wave Driver
	Removing the Cisco TSP
	Managing the Cisco TSP
	Reinstalling the Cisco TSP
	Upgrading the Cisco TSP
	Auto Update for Cisco TSP Upgrades
	AutoInstall Behavior

	Uninstalling the Cisco TSP

	Obtaining Documentation
	Cisco.com
	Documentation DVD
	Ordering Documentation

	Documentation Feedback
	Cisco Product Security Overview
	Reporting Security Problems in Cisco Products

	Obtaining Technical Assistance
	Cisco Technical Support Website
	Submitting a Service Request
	Definitions of Service Request Severity

	Obtaining Additional Publications and Information



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /All
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 300
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 300
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile ()
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000500044004600206587686353ef901a8fc7684c976262535370673a548c002000700072006f006f00660065007200208fdb884c9ad88d2891cf62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef653ef5728684c9762537088686a5f548c002000700072006f006f00660065007200204e0a73725f979ad854c18cea7684521753706548679c300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <FEFF004200720075006700200069006e0064007300740069006c006c0069006e006700650072006e0065002000740069006c0020006100740020006f007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400650072002000740069006c0020006b00760061006c00690074006500740073007500640073006b007200690076006e0069006e006700200065006c006c006500720020006b006f007200720065006b007400750072006c00e60073006e0069006e0067002e0020004400650020006f007000720065007400740065006400650020005000440046002d0064006f006b0075006d0065006e0074006500720020006b0061006e002000e50062006e00650073002000690020004100630072006f00620061007400200065006c006c006500720020004100630072006f006200610074002000520065006100640065007200200035002e00300020006f00670020006e0079006500720065002e>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA <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>
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020b370c2a4d06cd0d10020d504b9b0d1300020bc0f0020ad50c815ae30c5d0c11c0020ace0d488c9c8b85c0020c778c1c4d560002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken voor kwaliteitsafdrukken op desktopprinters en proofers. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create Adobe PDF documents for quality printing on desktop printers and proofers.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /ConvertColors /NoConversion
      /DestinationProfileName ()
      /DestinationProfileSelector /NA
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure true
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles true
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /NA
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /LeaveUntagged
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.000 792.000]
>> setpagedevice


